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The major concern in analyzing a large collection of user 

data is to preserve each user’s privacy in individual data 

items while enabling data analytics to be performed at 

aggregation level.  
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The basic idea to address the privacy concern in data 

analytics is to block direct access to privacy-disclosing 

data items and control indirect access to such items (i.e., 

inference channels) while minimizing the impact on the 

scope and accuracy of data analytics.  
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